
 
 
 

 

Proofpoint provides cybersecurity and compliance solutions to help protect people on communication 

channels including email, the web, the cloud, and social media: 

Email Security and Protection 

Extensible email security platform to block malware and non-malware email threats. It provides you 

with visibility into your greatest risk - your people - providing actionable insights to help you better 

understand the risks you face and respond to threats faster. 

Advance Threat Protection 

Helps prevent, detect, and notify you of advanced threats – through email, mobile, social, and the 

desktop – and so helps you resolve them before they cause lasting harm. 

Security Awareness & Training 

Helps ensures your users know what to do when faced with a real threat by providing them with 

targeted, threat-guided education. 

Cloud Security 

Enables secure access to the web and cloud services with access control, threat protection, data 

security, security monitoring, and acceptable-use control. 

Compliance and Archiving 

Helps legal and compliance teams to retain, discover and supervise content across channels. Helps to 

make it easier for you to take more informed compliance decisions, manage information risk and 

improve investigation readiness. 

Information Protection 

Information Protection applies security solutions and other technologies, as well as processes and 

policies, to give you a people-centric approach to data loss prevention (DLP). You get data protection 

against accidental mistakes, attacks and insider risk across your cloud services, email, endpoint, cloud 

apps, web, and on-premises and shared cloud repositories. 

Digital Risk Protection 

Digital Risk Protection - secures your brand, employees and facilities against digital abuse / security risks 

across web domains, social media, and the deep and dark web. 

Proofpoint also provides remote resources to aid Customers’ installation, configuration, upgrade and /or 
support of the above offerings. 
 


