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Product Product Descriptions 

Tenable.io Tenable.io is a cloud delivered, SaaS based platform that provides risk 

based vulnerability management and insight into the infrastructure’s security 

risks, helping users to more quickly and accurately identify, investigate, and 

prioritize vulnerabilities and misconfigurations  across the entire attack 

surface. Tenable.io features a modern next generation interface, intuitive 

guidance, and seamless integrations that helps security teams by providing 

feedback on which vulnerabilities need remediation first. 

Tenable.io Web 
App Scanning 
(WAS) 

Tenable.io WAS is a cloud-delivered service that delivers safe and 

automated vulnerability scanning to cover the online portfolio. Tenable.io 

WAS provides high detection rates with limited false positives, helping 

Customer understand the true cyber risks in their web applications. 

Tenable.io WAS safely, accurately and automatically scans web 

applications, providing visibility into vulnerabilities and valuable context to 

prioritize remediation. 

Tenable.io 

Container 

Security 

 Tenable.io Container Security delivers end-to-end visibility of Docker 

container images, providing vulnerability assessment and policy 

enforcement prior to deployment. Compatible with the DevOps toolchain, 

Tenable.io Container Security brings proactive visibility and security to 

address the security challenges of containers. 

Tenable.io PCI 

Approved 

Scanning 

Vendor 

Tenable’s PCI ASV (PCI Security Standards Council Approved Scanning 

Vendor) is cloud-delivered service that leverages Tenable.io Vulnerability 

Management scanning to streamline the PCI ASV process, including 

running scans, resolving disputes and preparing compliant scan reports. 

With pre-configured scan templates and an efficient evidence/dispute 

resolution process, Tenable can quickly prepare compliant scan 

reports.Tenable.io PCI ASV is available for a single, unique PCI asset. For 

customers with more than a single, unique PCI asset, the Tenable.io PCI 

ASV solution is licensed as an add-on to Tenable.io subscriptions. 

Tenable Lumin Tenable Lumin is a cloud-delivered service that provides an objective 

measure of cyber risk via the Cyber Exposure Score (CES). It combines 

vulnerability data with other risk indicators, such as threat intelligence and 

asset criticality. The CES is automatically generated through machine 

learning algorithms that factors in likelihood of vulnerability exploitability and 



the business criticality of the impacted asset. CES can be applied to any 

group of assets, from a single asset to assets across the entire 

organization, for detailed analysis and decision-making. Lumin summarizes 

key assessment maturity metrics to help improve assessment capabilities 

and security responsiveness.  

Tenable 
Security Center 

Tenable Security Center is an on premise risk based vulnerability 

management solution that provides visibility into the attack surface through 

managing and measuring cyber risk. It does this through advanced 

analytics, customizable dashboards/reports to identify weaknesses on the 

network connected assets, and by identifying vulnerabilities and 

misconfigurations (policy and compliance). Tenable Security Center is 

designed for customers with stringent data security policies which require 

security information to be stored on premise.  

Tenable 
Security Center 
Continuous 
View 

Tenable Security Center Continuous View includes the benefits of Tenable 

Security Center but is enhanced with continuous network monitoring using 

Nessus Network Monitor sensors for network traffic and event monitoring to 

provide comprehensive passive, continuous network monitoring. 

Tenable.ad 
Active Directory 
Security - Cloud 
Service 
(Tenable.ad) 

Tenable.ad specializes in defending Active Directory (AD) infrastructures. 
The Tenable.ad solution provides Customer with step-by-step, custom 
recommendations for hardening their AD, a real-time attack detection 
engine, and tailored investigation and remediation capabilities.  
 

 


