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their control to reasonably mitigate the risk of loss or compromise at the level of classifi-

cation up to and including Top Secret / SCI, as identified by the Government.  

Standards-Compliance; Protected Access. 

 

 

 

 

 

 

 

 

 

 

 

 

9.3 DHS OEC TSP [G.11.3] 

Verizon complies and interoperates with DHS OEC TSP.  
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 Verizon has reviewed the Telecommunications Service 

Priority Orders, Section 1.2.1.5.5 [RFP Sections G.3.5.5 and G.11], understands and 

will comply with GSA contract modification requirements.  

Provisioning of TSP Requests. Priority provisioning is obtained by a TSP service user 

to facilitate priority installation of new telecommunications services. Provisioning on a 

priority basis becomes necessary when a service user has an urgent requirement for a 

new NS/EP service that must be installed immediately or by a specific due date that can 

be met only by a shorter than standard service vendor provisioning timeframe. (Note: 

The user is responsible for ensuring that all other avenues for obtaining service have 

been exhausted before resorting to TSP procedures.) Verizon will provide TSP service 

only after receipt of a TSP authorization code. Priority provisioning requires the service 

vendor to provision the following: 

 TSP services assigned an “E” provisioning priority (Emergency TSP services) as 

soon as possible.  

 TSP services assigned provisioning priorities 1–5 (Essential TSP services) providing 

best efforts to meet the requested service date. 

As specified in the TSP rules, Verizon will cooperate with other service vendors involved 

in provisioning a TSP service by honoring requests for assistance.  
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. 

9.3.1 GETS Capabilities [G.11.3.1] 

Verizon complies and interoperates with GETS system requirements. 

 

 

 

 

 

 

 

 

 

 

 

 

. 

Network Security. 
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Interoperability. Verizon interoperability is achieved by adherence to standards devel-

oped and publicized, in part, by the American National Standards Institute, Committee 

T1 of the Alliance for Telecommunications Solutions, and best practices published by 

Telcordia Technologies. 

 

 

 

 

 

 

 

 

.  

Coverage. Verizon’s network is widely deployed in North America and worldwide.  

 

 

 

  

9.3.2 Wireless Priority Service (WPS) [G.11.4.2] 
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. The skills and experience of Verizon’s DR team are key to Verizon’s suc-

cessful planning and management of catastrophic events. These teams are fielded 

quickly to enable the rapid provisioning or restoration of communications services. Veri-

zon’s experience shows that effective disaster recovery planning and trained disaster 

recovery personnel can save time when responding to an emergency.  

Relevant Experience.  

 

 

 

  

Provisioning and Restoration. The TSP Program has two main components: provi-

sioning and restoration. A provisioning priority is obtained to facilitate priority installation 

of new telecommunications services. Provisioning priority is required when a service 

user has an urgent requirement for a new NS/EP service that must be installed immedi-

ately (i.r., an emergency) or by a specific due date (i.e., essential) that can be met only 

by a shorter than standard service vendor provisioning timeframe. A restoration priority 

is assigned to new or existing telecommunications services to ensure restoration before 

non-TSP services. Priority restoration is assigned to a new service when disruptions 

may have a serious, adverse effect on the supported NS/EP function.  

Priority Levels. To provide priority provisioning or restoration of a telecommunications 

service, a service vendor must receive a service order (SO) containing a TSP Authori-

zation Code. The TSP Authorization Code, a 12-digit alphanumeric code, is the official 

authorization from the OPT for a TSP vendor to provide priority provisioning and/or res-

toration to an identified service. The Code has two parts: (1) the TSP control identifier 

(ID), an alphanumeric identifier for tracking purposes, and; (2) the TSP priority levels 

that identify the provisioning and restoration priority-level assignment. The TSP provi-

sioning priority level will be E (the highest), 1, 2, 3, 4, or 5. Note: Priority level "E" is as-

signed only to emergency provisioning requests. The TSP restoration priority level will 
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be 1 (the highest), 2, 3, 4, or 5. A zero (0) in either priority-level position indicates no 

priority. Note that prime service vendors are required to forward TSP Authorization 

Codes to applicable subcontractors to ensure that priority-level assignments of NS/EP 

services are accurately identified "end-to-end."   




