
Advanced tier
Provides high-end security and 
service quality features. Includes  
all Basic and Intermediate  
features, plus:

• SSL-encrypted traffic inspection
• Data loss prevention 
• Voice-over-IP (VoIP)  

traffic shaping
• Explicit proxy web optimization 

Backed by experts.
Keeping the edge of your network 
secure is a full-time job. Partnering 
with Verizon gives you access to 
a team of dedicated professionals 
with the knowledge and experience 
to help you defend against attacks 
anywhere your network takes you. 

Unified Security Services shifts the 
burden of monitoring and managing 
security at your network edge to our 
Managed Security Services team, 
providing you with:

• 24x7 security event and device 
availability monitoring 

• On-demand access to security 
support team via phone, e-mail or 
web-based portal

• Security device OS upgrades and 
patch management

• Ongoing security threat 
management subscription feed

Expand your reach without 
compromising security.
With Verizon, you get the global 
reach and reliability of one of the 
world’s largest networks. Now 
there’s one more reason to choose 
our network. Unified Security 
Services can simplify your network 
security and help you defend 
against threats more effectively, all 
while managing cost and complexity.

together, and the new security risks 
that can result when they don’t. And 
because the service is managed 
and monitored by our experts, your 
in-house staff can focus on more 
strategic efforts.

Security technologies that  
work. Together.
Our solution can take some 
complexity out of your organization, 
with three tiers of service and 
technologies that are designed 
to work together and help you 
plan for, see and respond to 
threats more effectively. 

Basic tier
Includes entry-level features and 
a platform that can support more 
advanced tools as your security 
needs change.

• Network firewall
• Virtual private network (VPN)
• Gateway-based anti-virus  

and anti-spam

Intermediate tier
Provides a full set of features for 
unified threat management, plus a 
platform for expansion. Includes 
everything in the Basic tier, plus:

• Web content filtering  
• Intrusion detection system  
• Intrusion protection system  
• Layer 7 application controls

Managing network edge security 
isn’t easy—especially if you have 
many sites. More locations mean 
more entry points, leaving you 
exposed to an ever-expanding 
variety of threats. And as your 
business grows, so does the 
complexity of managing the risk 
those threats create.

Organizations often use a variety 
of devices from different vendors 
performing different functions, 
taking a piecemeal approach to 
network edge security. But setting 
up and managing these disparate 
devices isn’t just a headache—
requiring a dedicated security 
team—it’s costly, too. And that 
makes it hard to get the most out of 
your investment.

Unified Security Services from 
Verizon is a simple but powerful 
solution that helps you protect 
your network edge. You’ll be able 
to stop worrying about making 
multiple security technologies work 

Learn more.
To find out how Unified 
Security Services can help 
you implement strong security 
across your entire network, 
contact your account manager 
or visit:

verizonenterprise.com/
products/security

A simple way  
to fortify your  
network edge.
Unified Security Services

Fact sheet

Simplify and 
consolidate your 
network edge security 
with a single, fully 
managed solution.
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